December 6, 2021

ADDENDUM II

TO: ALL POTENTIAL PROPOSERS

RE: RFP #: 3000018032, Consulting Services Mid-Barataria Sediment Diversion Third-Party Environmental Impact Statement

PROPOSAL DUE DATE: January 13, 2022 @ 3:00PM

I. QUESTIONS AND RESPONSES

<table>
<thead>
<tr>
<th></th>
<th>Q.</th>
<th>I am interested in being a subcontractor for Mid-Barataria Div. 3rd Party EIS proposal. Do you have a list of interested bidders?</th>
</tr>
</thead>
<tbody>
<tr>
<td>A</td>
<td></td>
<td>No, we do not have a list of interested bidders.</td>
</tr>
</tbody>
</table>

II. RFP REVISIONS:

Change From:

1.46 Cybersecurity Training

In accordance with La. R.S. 42:1267(B)(3) and the State of Louisiana’s Information Security Policy, if the Contractor, any of its employees, agents, or subcontractors will have access to State government information technology assets, the Contractor’s employees, agents, or subcontractors with such access must complete cybersecurity training annually, and the Contractor must present evidence of such compliance annually and upon request. The Contractor may use the cybersecurity training course offered by the Louisiana Department of State Civil Service without additional cost or may use any alternate course approved in writing by the Office of Technology Services.

For purposes of this Section, “access to State government information technology assets” means the possession of credentials, equipment, or authorization to access the internal workings of State information technology systems or networks. Examples would include but not be limited to State-issued laptops, VPN credentials to access the State network, badging to access the State’s telecommunications closets or systems, or permissions to maintain or modify IT systems used by the State. Final determination of scope inclusions or exclusions relative to access to State government information technology assets will be made by the Office of Technology Services.
Change To:

1.46 Cybersecurity Training

In accordance with La. R.S. 42:1267(B)(3) and the State of Louisiana’s Information Security Policy, if the Contractor, any of its employees, agents, or subcontractors will have access to State government information technology assets, the Contractor’s employees, agents, or subcontractors with such access must complete cybersecurity training annually, and the Contractor must present evidence of such compliance annually and upon request. The Contractor may use the cybersecurity training course offered by the Louisiana Department of State Civil Service without additional cost.

For purposes of this Section, “access to State government information technology assets” means the possession of credentials, equipment, or authorization to access the internal workings of State information technology systems or networks. Examples would include but not be limited to State-issued laptops, VPN credentials to access the State network, badging to access the State’s telecommunications closets or systems, or permissions to maintain or modify IT systems used by the State. Final determination of scope inclusions or exclusions relative to access to State government information technology assets will be made by the Office of Technology Services.

Explanation: The following statement has been removed: “or may use any alternate course approved in writing by the Office of Technology Services.”
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